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Student Faculty and Staff Portal
Single Sign On (SSO) 

• Users will go to: 
sso.src.edu 



First Time Login 
• First time logging in, users 

will be required to change 
their password. 

• Insert current password. 
• Insert NEW password, twice.
• Click Submit

• Requirements for the password:
• MUST include the following: 

• Upper & lower case letters 
• Include at least 1 number 
• Minimum number of characters
• Include a special character 
• Examples: ! @ # $ % ^ & * 



Log In Name - Length

• If a users log in name would be longer than 
20 characters the name will need to be 
shortened. 
• Example: Janice Patterson-Billbo
• (23 characters) 
• Login will need to be: 
• janice.patterson-bil
• (20 characters) 

• Periods and dashes count, as in our example above. 



Password Change Success
• Once the new password 

has been inserted and the 
requirements fulfilled, 
users will see the message 
You have successfully 
setup your password.

• Click the X to go to your 
apps.  



Main Application Screen

• Once logged in the 
users will gain access 
to the following 
applications: 
• Canvas
• MySRC 
• Office 365 
• Gmail



Account Settings 
• Under the users name

there are Modifiable 
Settings:

• In the upper right corner 
under name 

• My Account 
• Set up Security Questions
• Enter an Recovery Email
• Enter a Recovery Cell 

Phone

• Change Password  
• Logout 



Account Settings - Re-Verify Account 
• Each time users 

gain access to My 
Account settings:
• Users will be 

required to enter 
their password to 
make the changes 
to these settings. 



Account Settings - Initial setup 

Users MUST select at least one of 
the options listed below as part of 
the Dual Authentication Process: 
• Security Questions: 

• Select from a list of questions. 

• Email Recovery: 
• Enter an email account. 

• Phone Recovery: 
• Insert a cell phone number. 

Note: User can set up all 3 options if they elect. 



Dual Authentication Process –
Account Settings - Initial setup 

Depending on what Dual 
Authentication process the 
user selects determines what 
security option(s) the user will 
be presented with each time 
the users login: 
• Security Questions
• Email Recovery 
• Phone Recovery



Dual Authentication Process
Account Settings - Security Questions

• Security Questions: 
• Users will be able to select from 

a drop-down list of questions. 
• Each time a user logs in, they will 

be presented with a security 
question. 

• Once you provide the answer 
click Next. 
• You can not skip this step if you 

elected to answer a security 
question this will occur each time 
you login.

• Click Submit when finished.



Dual Authentication Process
Account Settings - Email Recovery

• Email Recovery:  
• Users will be able to enter an email 

account, of their choice. 
• Click Update when finished.
• When logging in user will click the 

arrow next to Send me an email, 
and an email will be sent to the 
email address entered. 

• Enter the verification code sent for 
the SRC Portal. 

• Once you have entered the 
verification code click Submit. 
• You can not skip this step.  If you 

elected to have a verification code sent 
to your email account this will occur 
each time you login. 



Dual Authentication Process
Account Settings - Phone Recovery• Phone Recovery:

• Users will enter their cell phone number. 
• No spaces, no dashes, no special characters.
• The phone recovery option will require users 

to obtain the PIN before proceeding.

• Click Update when finished. User will 
click the arrow and then be a text 
message will be sent to the cell phone 
number entered upon setup. 

• Once you receive the text users will type 
in the verification code for the SRC 
Portal. 

• Once you provide the code click Submit. 
• You can not skip this step if you elected to 

have a verification code sent to your email 
account each time you login.  



Reset (Change) Password
Reset Password: 
• MUST include the following: 

• Upper & lower case letters 
• Include at least 1 number 
• Minimum number of 

characters
• Include a special character 

• Examples: ! @ # $ % ^ & * 



Reset Password

• MUST include the following: 
• Upper & lower case letters 
• Include at least 1 number 
• Minimum number of characters
• Include a special character 

• Examples: ! @ # $ % ^ & * 

• Insert current password. 
• Insert NEW password, twice. 
• Click Submit 



Logout

• Logout: 
• Closing the browser 

window will log users out, 
but users may also click 
the logout under Name. 

• Located in the upper right 
corner.   

• If you use tab browsing 
you will need to close ALL
browser windows.



Go To My Apps

• Go To My Apps 
• Takes users back to 

the main screen.



Invalid Username or Password

• Invalid Information: 
• The message displayed if 

a user enters an invalid 
name and/or password 
combination. 



Forgot Password

• Forgot Password: 
• When Forgot Password is 

clicked if the user has set-
up their recovery email 
account will receive an 
email guiding them how to 
reset their password. 



Reset Your Password

• Reset Password: 
• When Forgot Password is 

clicked, the user has set-up 
their recovery email account, 
will receive an email guiding 
them thru how to reset their 
password. 

• Click Submit when finished. 





Student Faculty and Staff Portal
Single Sign On (SSO) 

Phone: (309) 649-6381 
to connect with the SRC Helpdesk 
Email:  helpdesk@src.edu 
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